Sentillion Vergence User Link and ldif Update
Installation Instructions

Use this procedure from a Windows PC, to enable User Link for Vergence 3.3.7 vaults. Repeat these steps for each vault in the system.
1. Map network drive to \\<IPAddress>\restore directory on a vault (replacing <IP Address> with the IP address for ccv1). Use the “Connect using a different user name” feature, the admin user name and the corresponding local password. The original password was admin, but was probably changed. 

2. Copy the userlink-1.0-1.noarch.rpm and oslc_p2.ldif files from the OSLC_P2.ZIP file to the mapped drive on the vault. Remember Linux is case sensitive and the files should be lowercase.
3. Disconnect the network drive.
4. Open Internet Explorer and enter URL for Vault Administrator for this vault: https://<IP Address>:10000 (replacing <IP Address> with the ip address for ccv1).
5. Login using the user name root and the corresponding password. The original password was sentillion but was probably changed during the installation.
6. From the Vault Administrator’s page, select the Vault tab and then select the Backup and Restore link.

7. In the Commands section click on the Restore Vault Data option.

8. Select the oslc_p2.ldif file from the files listed under the restore directory within the Backup to Restore column.

9. Click the Restore Now button when prompted with the message “Are you sure you want to perform a restore now?”

10. Select the Admin Index. Select System tab,  and select Software Packages.

11. Under Install a New Package, click “From local file” and enter this path:
/var/contextvault/ldap/restore/userlink-1.0-1.noarch.rpm

12. Click Install. The Install Package screen will appear.

a. Check the following options:

Upgrade Package: 
Yes
Overwrite Package: 

No
Ignore Dependencies: 
Yes 
Replace new version with old: No
Execute Install Scripts:
Yes 
Install Documentation: 
Yes
Overwrite Files: 

No
Root Directory: 

/
b. Click Install. A message “Package userlink-1.0 was installed successfully” should appear.

13. Click Admin Index.

14. Select Vault tab, select Shutdown and Restart.

15. Click Restart Vault.

A confirmation message “Are you sure you want to restart the vault with the command /etc/rc.d/init.d/contextvault restart ?” will appear.

16. Select Restart Vault, wait until the page is fully loaded (after the vault restarts).

17. These messages should be displayed after the vault restarts:

Shutting down Context Vault:[ OK ]

[ OK ]

Starting up Context Vault:[ OK ]

18. Close Internet Explorer.
19. Repeat steps 1-18 for remaining vaults.
