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	Introduction


From time to time, questions may arise regarding the use of the iMedConsent product.  In order to receive an accurate and timely response, these questions should be directed to the appropriate group.

	Contacts


All questions should be escalated through the VA’s first- and second-level support tiers to accurately determine the nature and severity of the issue.  Those issues which cannot be resolved through first- or second-level support should then be escalated to the appropriate third-level support group.

First Level:

Local CAC

Second Level:

National VA Help Desk

Third Level:

(see specific area below)

POLICY AND PROCEDURE
Questions concerning policy and procedure should be directed to:
National Center for Ethics in Health Care

Veterans Health Administration

810 Vermont Ave NW

Washington, DC  20420

202-501-1841

202-501-2238  (fax)

ray.frazier@hq.med.va.gov
CONTENT

Questions concerning the content within iMedConsent should be directed to:

Dialog Medical

3075 Breckinridge Blvd.

Suite 425

Duluth, GA 30096
(770) 982-7851

(800) 482-7963
customerservice@dialogmedical.com
SOFTWARE SUPPORT

Questions concerning the iMedConsent application (including usage, configuration, maintenance, updates, and errors) should be directed to:

Dialog Medical

3075 Breckinridge Blvd.

Suite 425

Duluth, GA 30096
(770) 982-7851
option 1
(800) 482-7963
option 1
support@dialogmedical.com
HARDWARE SUPPORT

Questions concerning the iMedConsent server should be directed to:

MPC
Server Support

800-249-1179  x 59216

serversupport@mpccorp.com


	Overview of System Support


Many issues may be avoided or mitigated by a thorough review and implementation of the policies outlined in the Administration Guide section of this library.  Please see the corresponding documents for further detail.
DOCUMENT SERVICE
The iMedConsent Document Service is responsible for guiding the iMedConsent consent form from its initial text format to its final processed image state.  Instructions for stopping, starting, and configuring the service can be found in the Document Service brochure in the Administration Guide.
JOB MONITOR
Although the Document Service actually does the work of processing the consent form from creation to storage, the Job Monitor is the easiest way for the site to periodically monitor the progress of the submitted jobs.  Coupled with the log files, the Job Monitor provides valuable insight for issues within the document imaging process.  Frequent monitoring of the Job Monitor will prevent backlogs of unprocessed forms.

Detailed instructions for using the Job Monitor, as well as common errors may be found in the Job Monitor brochure in the Administration Guide.
RPC BROKER CALLS
This document provides a listing of the RPC broker calls used by the iMedConsent application.

FILE SYSTEM LAYOUT
A complete listing of the files installed and used by iMedConsent, as well as security settings needed on key shares to allow the application to function properly.  Administrators should use this list to plan and implement a periodic backup of key content and database files which will allow faster recovery in the event of a server failure.
SETUP VERIFICATION

This document provides a step-by-step guide for testing the iMedConsent setup, ensuring proper communication between the iMedConsent client, the iMedConsent server, and the VistA Imaging server.  
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