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If your facility uses personal, confidential information, such a Social Security Number (SSN) in the CPRS User ID, you should be aware that the iMedConsent program identifies documents saved in “All Documents to Sign” by the User ID of the practitioner who created the document. In this way, practitioners who store documents in “Documents to Sign” make their User IDs visible to other practitioners.
If your facility uses SSNs in this manner, we strongly recommend that you review the “All Documents to Sign” folder, and remove documents that display the provider SSN in the User ID. Notify the affected practitioner(s) of the problem, and instruct them not to click the “Hold for Signature” button that will place a document in this folder and reveal their SSN.

For information security questions, or if you believe that you have an information security breach, please contact your local Information Security Officer immediately.
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